
Web Site SecurityPolicy 
 
For DITP Web Site security purposes and to ensure that our 
services remains available to our target audiences, our network 
system has installed software to monitor network traffic to 
identify unauthorized attempts to attack our system, stole 
information, or cause damages. 
 
We also keep data and access logs in order to comply with 
Computer Crime Act B.E 2550 (2007). Unauthorized attempts to 
upload data, information, contents or viruses on this web site are 
strictly prohibited and may be punishable under the Computer 
Crime Act mentioned above. 
 
DITP Web Site has linkedto many websites created and 
maintained by other public and/or private organizations. If you 
click a link to an outside websites you will leave the DITP Web 
Site and are subject to the privacy and security policies of that 
particular outside websites. DITP Web Site cannot authorize the 
use of copyrighted materials contained in linked websites.DITP 
Web Site do not guarantee that outside websites comply with 
security protection mentioned in Computer Crime Act B.E 2550 
(2007). 
 
While DITP Web Site manages presence on social media sites as 
Facebook in order to share government information and engage 
with the public, we do not collect any personal information from 
those sites.  
 
DITP Web Site will not link to any website relating to hate, bias, 
or discrimination. DITP Web Site reserves the right to deny any 
link that contains inappropriate and misleading information or is 
considered to be in conflict with DITP's mission or policies. 
 


